
  
Abstract — In the work multilevel selective data processing 

with the use of the cluster coding depending on bit stream that is 
produced approach is proposed. Using the developed adaptive 
algorithms RLE coding and adaptive essentially arithmetic 
encoding is proposed. 
 

Index Terms – selective processing, adaptive RLE coding, 
adaptive arithmetical coding, efficiency. 

I. INTRODUCTION 
T departmental and commercial structures are 
continuously trying to increase efficiency and 

confidentiality of data transmission by removing the delay. 
This attempt caused by the fact that in these structures run 
information which in case of leaking can lead to economic, 
political and social losses. The required level of confidentiality 
is achieved through the use of cryptographic algorithms, which 
usually were certified and is standards. At this time, the 
territory of Ukraine as a standard algorithm symmetrical 
encryption-6 "Kalyna", which was adopted by the National 
standard of Ukraine GSTU 7624:2014 "Information 
technologies. Cryptographic protection of information. The 
algorithm of a symmetric block metamorphosis" from July 1, 
2015. This document authorizes use algorithm Kalyna in 
departmental telecommunication systems of Ukraine. As for 
the operative data transmission data, then it is proposed to use 
compression algorithm, which will allow avoiding data 
redundancy, and as a result, reduce the size of data and time 
for transfer. However, different compression algorithms, 
depending on the type of input data provide different 
coefficients compression in some cases even increasing the 
initial size. Therefore, actual scientific and redefining the 
objective is to find compression algorithms that were selected 
depending on incoming data and give maximum zoom ratio 
compression with providing necessary quality. 
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II. ANALYSIS OF RECENT RESEARCH AND PUBLICATIONS 
It is possible and necessary to use compression algorithms 

that are based on the characteristics of the data coming will 
give the largest ratios of compression compК  preservation of 

the required quality. Through this manipulation may provide 
operational data measured over deliveryТ  time proof: 

 

 ,
δ
VТdelivery =  (1) 

 
where V – the volume of data that must be transferred; δ – the 
bandwidth of the communication channel. 

Obviously, for operational data transmission performance 
necessary conditions minТ delivery → are possible following 

ways to meet this need: 
1) when the amount of data transmitted will be minimal, 

while maintaining the required quality min);(V →  
2) when channel capacity is the maximum that would 

"instantly" transmit data to any size max);(δ →  
3) combined, and where minV →  and max.δ →  

In this paper, the second way is not considered, such as 
finding a channel that will satisfy the needs of users without 
processing algorithms consider impossible. 

The goal of the paper is finding the way of meeting the 
needs minV →  through the use of compression algorithms 
that will maximize the coefficient of compression 

compК without significant loss of quality (maximum 

allowable). Compression ratio compК  calculated as the ratio of 

output size outV  to the size of compressed data compV : 
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This approach would satisfy requirements for operational 

data minТdelivery →  in channel of field center (component of 

satellite connection) единой departamental digital 
telecommunication network with bandwidth 5=α  Mbit/s 
(satellite and optical connection channel, which are given by 
«Datagroup» company) and equipment of videoconference  
based on personnel computer Intel Pentium Core2Duo 3 GHz, 
RAM – 3 Gb, IP-camera – 2 Mpx. 
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III. PRESENTING MAIN MATERIAL 
Research is stated the likelihood of different elements 

depending on the degree of saturation block contour 
information (Table. I).  

 

 
As a result of the performed experiment (Table I) prompted 

flowchart selecting the encoding algorithm depending on the 
probability of occurrence of the element equal to "1" and the 
probability of occurrence of the element equal to "0" (fig. 1). 

 

 
 
For compression n bit stream if 01 PP > , it is proposed to 

use adaptive algorithm RLE rleE . The adaptation algorithm is 
that a standard pair of "number of iterations, the value of the" 
replaced with 8-bit number in which the most significant bit 
assigned to the "value elements" (as the input can enter only 
"0" or "1") and the remaining 7 bits indicate the number of 
repetitions (long series) (Fig. 2). 

 
It is necessary to note that the proposed algorithm using the 

maximum value of the length of the series can be 12727 = . 
Comparison of developed method of adaptive RLE with 

standard RLE is presented on Fig. 3. 
 

 
Example: 
Let coded series is next: 

.11...1100...00S 8079211009921=  

Using adaptive algorithm RLE vector code takes the 
following form: 

.208100;(S)Erle =  
In the binary code will be as follows: 

2rle (S)E  =  | 01100100; 11010000|. 
The volume of the resulting code 16Vсcomp = . Volume 

output array transformant is 180Vout = . Based on this data rate 
compression for a given array is 11,25К comp = . 

For compression bit stream 01 PP ≈ , it is proposed to use 

adaptive algorithm arithmetic coding akE . This method is 
simple to implement and has a high rate of speed by simple 
calculations, which consist in determining the range in which 
the encoded element (Fig. 4): 

,
2

hlE ff
ak

+
=  

where fl - the beginning of the working range f-th coded 
symbol; fh - the end of the interval f-th coded symbol; 
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Fig. 3. Research of developed method of adaptive RLE 
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Fig. 2. Adaptive code format after RLE encoding 
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Fig. 1. Flowchart choice of encryption algorithm based on the probability of 

entering items 

TABLE I 
THE RESULTS OF EXPERIMENT, THE PROBABILITY OF THE ELEMENT IN 

TRANSFORMANTS 

Block class Without contour 
information 

With gradual 
transition 

With contour 
information 

Block size 8 х 8 8 х 8 8 х 8 
Probability of 

«1» 0,0059 0,2928 0,4761 

Probability of 
«0» 0,9941 0,7072 0,5239 

"1" ratio to 
"0" (К), % 0,5935 41,4027 90,8761 
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Example: 
Let coded series is next: 

.01110100S =  
The amount of weight on the f-th step is determined by the 

expression: 
,ηηη 10f +=  

where 0η  – weight "0"; 1η  – weight "1". 
The value of the segment to f-th step can be calculated using 

the formula: 

.
η

lh
ρ

f

ff
f

−
=  

When encoding "1" working interval [ ]ii h;l can be found 
by using the expression: 

;hh 1ff −=  

ρ,ηhl 1
fff ⋅−=  

where 1
fη - weight "1" to f-th step. 

First built Table II. 

 
When encoding "0" working interval [ ]ii h;l  can be found 

by using the expression:  
;ll 1ff −=  

,ρηlh f
0
fff ⋅+=  

where 1fl −  - the beginning of the working range of the 
previously coded symbol; 

0
fη - weight "0" on the f-th step. 

As a result of the adaptive arithmetic coding (Fig. 3) obtain 
a work interval [0.2323; 0.2404] for the interval encoded 
values will look like: 

00011Eak = . 

With this value can accurately reproduce the entire sequence 
encoded thereby, information on the limits of this interval are 
confidential. After the cluster coding to increase the security of 
data transmitted is proposed to encryption of data encoding 
method. 

 
Comparison standard JPEG-based method with developed 

JPEG-based method (Fig. 1) is presented on Fig. 5. 
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Fig. 5. Research of developed method of adaptive RLE 
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Fig. 4. The process of adaptive arithmetic coding code 

TABLE II 
THE TABLE OF INITIAL DATA FOR ARITHMETIC CODING 

№ step The value of 
the encoded 

Weight η 
Available 

value range 
Working range 

[lf;hf] 
«0» «1» 

  1 1   

1 0 2 1 1 [0; 1] 

2 0 3 1 0,5 [0; 0,5] 

3 1 3 2 0,33 [0; 0,33] 

4 0 4 2 0,163 [0,167; 0,33] 

5 1 4 3 0,0815 [0,167; 
0,2485] 

6 1 4 4 0,0465 [0,2019; 
0,2485] 

7 1 4 5 0,02913 [0,2194; 
0,2485] 

8 0 5 5 0,0161 [0,2323; 
0,2484] 
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IV. CONCLUSION 
The developed system multilevel approach will provide 

selective protection efficiency of data transmission by using 
compression algorithms and privacy protection by type of 
coding (see Fig. 5). 

Scientific innovation is the first developed adaptive 
algorithm RLE-encoding, which is operating with an input 
bitstream will achieve a significant coefficient of compression 
while maintaining quality. 
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